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Event FREE webinar on Cyber Security Series - Web
Name Penetration Testing

Theme Workshop

Date Apr 29, 2020 07:30 PM India

Venue ONLINE WEBINAR FOR CSE STUDENTS
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Objectives of the Program/ Event:
e Students Learn how to best mitigate and protect your vital business data from future
cybersecurity attacks
e About Penetration testing designed to assess security before an attacker does
Details:
FREE webinar on Cyber Security Series - Web Penetration Testing in association with
Tequed labs By Mr Dinesh White hat hacker, Works for the cyber cell department
Managing Director at Hackup Technology on Apr 29, 2020 07:30 PM India. For CSE all
semester students
No. Of participants:
660 PARTCIPATION STRENGTH (including other colleges)

Preferably Measurable outcomes:
e Testing a computer system, network or web application to find security vulnerabilities
e How to assess systems, network security controls, and security posture.



